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3 EHEHE

ANEERTZHAERTED YR AR S H AT BT 07 AFTHEE,

4 BRI A

4.1 BIRAZHE

B O bk ERITR " Ui B
http:/IP:Port/access/api/dataReceive/init-auth POST JSON | febimREmitifE S e O
http://IP:Port/access/api/dataReceive/getToken POST JSON | Ak 3RER T i) 4 hgz O
http://IP:Port/access/api/dataReceive/enterprise POST JSON | b Bk EA{E B0
http://IP:Port/access/api/dataReceive/cameralnfo POST JSON | ek EERBGLEERED
http://IP:Port/access/api/dataReceive/heartBeat POST JSON | 4ok EABAMV IR OBk {5 B8 O
Zr::p://IP:Port/access/api/dataReceive/exceedVehi POST JSON | AoMVAKECF & Mk 4 i 11
http://IP:Port/access/api/dataReceive/basStrategy POST JSON | MV3RECF & & 45 g 2 1
http://IP:Port/access/api/dataReceive/strategyCo AV IREUE 2 R0 2 R B AT &
nfirm POST JSON AR T2
http://IP:Port/access/api/dataReceive/alarm Vehic POST JSON | 4ol ZRELF £ 5 B3 /7 4 e 11

le
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BE 1 kAR | T T B
=
http://IP:Port/access/api/dataReceive/alarmConfi —— — ANV SRECF & AT 2 O
rm ZJEEAT GRS T 1
ik b Az B!
http://IP:Port/access/api/dataReceive/vehiclelnfo POST JSON AN T

H

http://IP:Port/access/api/dataReceive/nonMachin
ery

POST JSON | @k FAEEIENI & KIS B0

http://IP:Port/access/api/dataReceive/vehicleAcc
ess

POST JSON | 4k B Zfmst ) ek 0

http://IP:Port/access/api/dataReceive/exceed Vehi
cleConfirm

POST JSON | Mk FA%E AR 5% s B

4.2 EOFEAFN

XA http AT R, WEBTREZERSHED, &

x5,

>

E

b3 8 b 3 e HEAT

& AE: B0 X F HTTP Header & 4 A3E, FiA H KA A Header FH#H E

i, UWTA#ERLFE:

FERA WIE | ER i AR ~BIME
Bearer
Authorization v FAE T [E] 4 pi eyJhbGeiOiJTUzI 1 Nias
dad12312312
AN 3 A 1K ,
, 3 L | BYIER@KE), | o\ o dE7xQa9Belf
clientld JE F R R4sLoVxYz
MEETFEE—AR P

1HR 7N POST

¥ A5\ application/json
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F %, UTF-8

et ma . f&% ISON #¥E ¥ RSA 5 AES HHTIRA 4 n &

AE: BOt 6.1 i hamiE M O T HF R EIE R K. 6.2 3REU 74 8 0 7 ik
BEIEKKk clientld (#10 key) , HAFZEDOYTHEERE % K 3k Authorization 5 clientld &

Blo

4.3 ¥EOEAEAR

AR B SR AR A% TSR O TSON, B 45 #4442 JSON KAt £ signature
encryptedAesKey. encryptedContent ZH Ji%

signature: AES JN% J5 FIEHE 4 B2 4, H T I8 o i 00 B i se 8k 5ok
TREEE.

encryptedAesKey: 4-F & RSA AHHME 5] AES 21554 .

encryptedContent: 4 AES JI% J5 B SEhrk 55504 (Base64 4wid) .

3R A JSON 5431

> EAERE: A SO BT AR

{

"Slgnaturen NELETL
"encryptedAesKey': """
"encryptedContent''; """

IR B 4% 208 JSON, B EAIRZAS code, #7515 K message, 1V RSA A%A0N
# 5 ) AES £xif % 4] aesKey, L[E];&HE data 4% .

HorpiR a4 data AR, %4 aesKey AT, ERME.

Hr iR a4 data NATRS, HEA AES % ):F]’J Base64 #ifid. HRHE 215 % HH
aesKey fift%%:

> AR RIIR B A

"code": 200,
nmessageu: ufﬁﬁ;,ﬂz]‘ u’
"aesKey": null,

"data": null
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> EAERMGR BRG]
{
"code": 500,
"message": "X IR ZLAILE ! B T RE R ECRIEA (.
"aesKey": null,
"data": null
}

o [ S
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5.1 HEREEMERIE

AR S HAR A AR R PN S B, RERARA MBS + BFELHNERE
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1. M4 R B T RSA %405 (RSA ZFEANT A A E I T 5 -5k B 7E i B S
PRRTHE T, ANERERN 2 E AR R AR , Btk E E X RSA A E
%4 3| % %3, RSA RVEIE BATIRIF. B w2 AR 1E B 1R it apiKey K IEE

i RSA AMAE WX, (BRAFBINES%)

| Az e

/] ki LAk ) AR PR ) :

KeyPair clientKeyPair = generateKeyPa1r(2048),

PublicKey clientPublicKey = clientKeyPair.getPublic();
PrivateKey clientPrivateKey = cllentKeyPalr getPrlvate()
[/ 3RHL Baseb4 #ifith i) i b s 25 B I A5 s i (D)

/] NG/ E (Basebd):
String clientPublicKeyBaseé4 = getPublicKeyString(clientPublicKey);
[/ Asdbin L (Basebd):

String clienPrivateKeyBase64 = getPrivateKeyString(clientPrivateKey);

[x%

* & R RSAR BH X

* (@param KeySize & #]IC/%, 2112048

* @return % P14

*/

public static KeyPair generateKeyPair(int keySize) throws Exception {
KeyPairGenerator keyPairGenerator = KeyPairGenerator.getInstance(KEY_ALGORITHM);
keyPairGenerator.initialize(keySize);
return keyPairGenerator.generateKeyPair();

2. Ak R R 44 (#m JSON X, WA Z#Hlm. KXA%F) , Ak
WESEZH IR o

3. IR ALAE B — e B AES-256 &3 %4, HTAXIERMESENS. (B
A BAUES %)
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//

EAHERER

1. 4k AES %%

KeyGenerator keyGen = KeyGenerator.getInstance(ALGORITHM);

L
key
Sec

A (256 bits)
Gen.init(KEY_SIZE);
retKey aesKey = keyGen.generateKey();

4. EHZ ABS B AR LB HATH AR MM, 4 K encryptedContent, (E7R A
BAX S )
BAlHAES N
[/ 2. AES i h %
Cipher aesCipher = Cipher.getInstance (AES_TRANSFORMATION);
aesCipher.init(Cipher.ENCRYPT_MODE, aesKey);
byte[] encryptedContent = aesCipher.doFinal(content.getBytes(CHARSET));
5. ERKEWRMETAN RSA A HE21E AES FHAHATEMFKME, £ &
encryptedAesKey., (E/RFEBANHES %)
A im N
[/ 3. RSA Jm# AES %%

Cipher rsaCipher = Cipher.getInstance (RSA_TRANSFORMATION);
rsaCipher.init(Cipher.ENCRYPT_MODE, publicKey);
byte[] encryptedAesKey = rsaCipher.doFinal(aesKey.getEncoded());

6.

1)k ¢ encryptedAesKey 7 encryptedContent # 4 & Hy #{ # ¥ 1T RSA # F

B4, &R signature, (BEIR Bt S )

— 16—



RS

L4 2. (IR (M R BH R i o 4 9 A5 R e AT B 4
[H%

* MBER - NSNS R

* CLIENT_PRIVATE_KEY_BASE&4y G5l v # /]
*/

PrivateKey priKey = getPrivateKeyFromBase64(CLIENT_PRIVATE_KEY_BASE64);

byte[] input = concatenate(encryptedAesKey, encryptedContent);

Signature signature = Signature.getInstance(SIGNATURE_ALGORITHM);
signature.initSign(priKey);

signature.update(input);

String signature#l‘#% # = Baseé4.getEncoder().encodeToString(signature.sign());

7. 4MkuG# encryptedAesKey. encryptedContent, #{F 44 signature —FHF X £

s API 30,

"signature':"X4NilGCfn7dR4Q0S4zQmCO7tU34Fab2jwErMGifXovlGe44 EKLFtvO
WJIBJ13vMkzPp514/MosjCG+E+qS5dAjRIxVeM21WZfMLSadp3Bz57yzrWgAdOznHST
5Rh+uDoRapKtLJioKZrASL208NRE2J9PAMyUJQnBpv/NOkP+zR09mwIMEf1 Tn1 AP
DSJiMXso/vBiZRGSgH2H+IMhHZqniHKmUiyqUunZpHfG904BzY StaoEqZia61ikEIZO
b/WIytRkxKILVdo2TaxS/OIOP6N0gPae7+M9IUfVmKSTBaAbIPjxvWbkVs+mMsX5XzT
equSIQTwAygrMvCHCi/7VTIPOw==""

"encryptedAesKey":
"iFv5p8eTILIqWQBQqZI9dDvI8SjSU7ZKCbZyL6DEAHjf98mQKAI+cpJV1zuSI6MDI
TKIScTiRay8m18vEhs§UulwpUeXt74lwnfAXB6eKx0ldr/r4SELsj6dm5A2Mrue0afSQG
AlFoOl0hsTTP6Au6dKxwLm2RO1PUG3GbRuFcMSMMF90hi+z509t/xi2 WtORrsQOx
Nh60A82ao073V+oExr4/Q/NklA6tx2R3df414t0OvvX0+j+KIRJ/XvCY 1BrQ9u+inB3x/EdRt2
XSnH4n9RE/RBn865IKS3BPiurxMrm1ZfoHp2JrZPrFeAangmmVWO0J1G1weVudvVOD4
Qjp4z9VA="",

"encryptedConten'":
"9SUhyuqSpSCKceqMVaQlpbes41jHsGHcUatfksoyloS/055f0uUe8SOmyZv8102Y+jPwPz
q/WGONSRTWcFIRM30uWw1lvWbgQxeZA4WADG0z2toS8m/ISYhEcqpSXGMSBsJv6X
2hjymIkIEBu4N300ZA==""

}

8. MEWmEKIFXE:

& | k3 RSA A4 B0 3E signature &4, FREFERFETEERBER;

— 17 —



&7l B & RSA FA41# % encryptedAesKey, & i E4s AES H4;
& H % AES ZH % encryptedContent, 3k H L3k 4 ;

9. BARI)E, MBI b 537 R B E A (R B E AR SRR AR e g R
#) o
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10. 3R [ 7 p1 AL BRI FE

HFIWIRAIDE 2 15 7 BEHEAT A2

"code": 200,
"message": "FRIERIY",
"aesKey":
"BoueELYLPEIWksGcCD74B3gwxliGuoeNE/5zZJCNF10mVz4wOXWIeU3pOA2Ual HpL+NUWk48ab60GS
9cNNiyb924 ATpxmjPhFRa5A9qftP9K7Q312q0/sIkH3dw8nHQjXXhbfOHaSSsWSKghjHCXJuek]lUboAzWZ
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vuHy60TZ4D3bH8QRFmmFbcRH2zuH6x944jrz]1Xx2s30Zxem0osFak6 1 wup LKJEv40CzvNxP7rvRHfGBC
IXS3mSTGSYVKpGEGg25K+TG3VYCmaHuvDI4SLEZOyF86CWN6swnnd V21cLeW0/Dj+oVac2VyNzF3
QwBBVy0OMPIBcivqvsInhcEvoQ==",

"data":
"rybzr3fHGHkSGLztla2zmUXUPZDSepJOOIli5zxwnyEL650ywa06MpY+jUhO+LVEpmleJTO4Bu2ageTIQ
wOfVpdDO6g0bfUq79pbtSRIZIFCQXDoasHDAEsmf789B3dXUV8IUOSInMqE6IgZtIL4DnFpBgmHX2FszZ
aRKpOGbKS5DtN1jaxHOXWv/DPoTof7iY KorMdIApCoo5d3fIRQZcQRol+jl+VHan+al fXJ1XBXLgK ffzgAq
aADOWIObS/+1XSqmOOTdY{sMczuUT69cCSQNIIV73DwWkIt16qAgIXTYrKQQgVexX AUN4 1e/5f2Seig7HvI
b008YPs7LpiLcGqDag+sSm/Iduyc8 WLK{7Lr7gKByssej1j0S1Q0ePNOIulkzI6K6Gv8UQsOeHyevmrnk8Cpb
TO9IR3MnCHnTseNkWb9x5GLgojHYa0B2ZLIwQHOMTSEMxCgcoINNkV+5m3tN2eH88I+GvRNTIuTjg
NVScifw/LOToK8rZepuuLmoHASSObPXZLfAccteqjKocF+FPMkYwwn3YS/sCOXFgk71eLowlCCITqjVA2
B3r35VRqOIyQcOHpBq6 W HIXXNfHmgwK2frc7WXv7c0dUz+NB110UOImWZJa5A26CqltipzRdt8+XvgSe
1CBb6MVcAugpg=="

}

ki RSA FAEHAEZS AES %47:. (BB ES %)
A HIE RS

[/ 1. @M iwRSAHEH fa% AES #4H

Cipher rsaCipher = Cipher.getInstance(RSA_TRANSFORMATION);
rsaCipher.init(Cipher.DECRYPT_MODE, clientPrivateKey);

byte[] decryptedAesKeyBytes = rsaCipher.doFinal(aesKey);

SecretKey aesKey = new SecretKeySpec(decryptedAesKeyBytes, ALGORITHM);

H AES % 4HfiR % data FEX ] Base64 £i4:  (Em B S %)

[/ 2. AES % ¥R

Cipher aesCipher = Cipher.getInstance(AES_TRANSFORMATION);
aesCipher.init(Cipher.DECRYPT_MODE, aesKey);

byte[] decryptedContent = aesCipher.doFinal(data);
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